Scalable Confidential Computing
on Kubernetes with MarbleRun
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Keep Data Sets Confidential ’ e y Problem

During Training Process

How to handle data with personal
identifiable information (PIl)?

How do we label that data?

How do we store and useit
for training?
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Our open-source portfolio

Building new confidential apps and services

EdgelessDB

MarbleRun

EGo SDK
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Lift & shift / confidential Kubernetes
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The Problem




The MarbleRun solution
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The MarbleRun solution
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Summary
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Thanks!

= Check it out on GitHub: https://github.com/edgelesssys/marblerun

= Create your first confidential deployment today £
= Leavea W)

= Get in touch via @m1ghtymo or https://discord.gg/rH8QTH56JN



https://github.com/edgelesssys/marblerun
https://twitter.com/m1ghtymo
https://discord.gg/rH8QTH56JN
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