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Network of Lobbysts





Impact of Lobby Budgets
• These huge lobbying budgets have a significant impact on EU 

policy-makers, who find digital lobbyists knocking on their door on 
a regular basis (more than 140 lobbyists work for the largest ten 
digital firms in Brussels and spend more than € 32 million on 
making their voice heard)

• Big Tech companies don’t just lobby on their own behalf, but they 
also employ an extensive network of lobby groups, consultancies, 
and law firms representing their interests, not to mention a large 
number of think tanks and other groups financed by them



Consequences of Lobbying

Academic and Big Tech critic Shoshana Zuboff affirms 
that lobbying –  alongside establishing relationships with 
elected politicians, and a campaign for cultural and 
academic influence – has acted as the fortification that 
has allowed a business model built on violating people’s 
privacy and unfairly dominating the market, to flourish 
without being challenged



Subservience to Microsoft

Is that true? Is that real? Unbelievable, Microsoft rules



EC OSS Adoption Maturity Index





The Cycle





What Would Change with FOSS
• By switching to FOSS for desktop productivity

and cloud storage, European governments would 
regain control of citizen's personal data and manage 
them according to their confidentiality

• In addition, switching to FOSS would include moving 
from proprietary to standard document formats, with
a significant advantage in term of interoperability



Proprietary versus FOSS

• Proprietary software protects the user
by obfuscating algorithms and information,
but in this way they also obfuscate the way
they handle end user data

• FOSS protects the user with transparency,
by sharing source code and all information
about methodologies used by projects to
manage end user data



Apparently a No Brainer, but...

• Politicians – who are not technology experts – see 
GAFAMs as part of the global system, and therefore 
consider their issues as blockers for the entire digital 
transformation process (and try to help them)

• On the contrary, politicians – because of their limited 
understanding of technology – do not see FLOSS as part 
of the global system, and as a consequence do ignore 
FLOSS as a potential solution



Situation with Proprietary SW
• A large percentage of governments in Europe

- at every level – rely on proprietary software for 
desktop productivity and cloud storage of data,
independently from the level of confidentiality

• This puts citizen's personal data, including several
extremely confidential information (health) at risk

• This is confirmed by the recent Schrems II sentence
from the Court of Justice of the European Union



Awareness of SCC* (Schrems II)

* SCC = Standard Contractual Clauses
  (for data protection) when transferring
  data to the US



Reliance on SCC* (Schrems II)

* SCC = Standard Contractual Clauses
  (for data protection) when transferring
  data to the US



Cost of Reassessing SCC*

* SCC = Standard Contractual Clauses



FSFE Project



Interoperability is the ability of 
information and communication 
technology (ICT) systems, as well 
as of the business processes they 
support, to exchange data and 
enable the sharing of information 
and knowledge.

European Interoperability 
Framework, IDABC

Standard and Interoperability



Lock In



Document Vulnerabilities in 2018

Source: Kaspersky Labs, 2019







Surveillance Capitalism



What is at stake here
is the human expectation of sovereignty

over one’s own life and authorship
of one’s own experience

Shoshana Zuboff, The Age of Surveillance Capitalism
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