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A network of Trusted Execution Environments
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Programmable, verifiable Governance















A simple programming model
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The Confidential Consortium Framework

github.com/microsoft/CCF

https://github.com/microsoft/CCF/

