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- DNS in clear most of the time,
- Too much information sent (FQDN to the root...),
- Some requests are too revealing,
- Requests are sent outside of the “normal path” (more ASes can see them, no “Schengen routing” for DNS).
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- June 2013, CENTR meeting in Amsterdam,
- June 2013, Snowden revelations,
- November 2013, IETF meeting in Vancouver,
- March 2015, getdns has DNS-over-TLS,
- August 2015, RFC 7626 “DNS Privacy Considerations”,
- October 2015, the resolver Unbound gets DNS-over-TLS,
- March 2016, RFC 7816 “DNS Query Name Minimisation”,
- May 2016, RFC 7858 “Specification for DNS over TLS”,
- May 2016, RFC 7830 “The EDNS(0) Padding Option”,
- July 2017, Stubby, a daemon to use on the end-user machine to forward requests with DNS-over-TLS to other resolvers.
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- We have some running code, servers and libraries,
- We have a big public resolver deploying DNS-over-TLS and a few small ones as well,
- QNAME minimisation in the resolvers Unbound and Knot.
- We have an excellent information portal
  https://dnsprivacy.org/
- We are far from wide deployment.
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- Very soon now, RFC on authentication of DNS-over-TLS resolvers,
- May 2018, GDPR is enforceable,
- Work at the IETF on encrypting resolver-to-auth link?
- Android released with DNS-over-TLS client,
- DNS-over-HTTP/2 (DNS wire format over HTTP/2), currently under standardisation at IETF (please participate! Cool hackathon in London, march 2018),
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- Standards are done but,
- Much more code needed,
- Much more deployment needed,
- Outreach necessary.
Merci !